TROOP 54 WEBSITE

www.troop54whittier.org
Safe Tips on using our site

I. FEATURES AND SAFTY PRATICES 

Kids safe – there are many features in the website to protect your privacy.  Learn how to use them; they are there to help you share with other troop members in a safe and private environment.

· ALL pages, posts, comments can be password protected – you have the option and control to share files, pictures, and posts.  By following the Safe Tips listed below and by knowing how to use the many safety features available in the site, you will be able to get minimize of sharing unwanted information to the general public.

· Know that you may post and upload content, including pictures, videos, forms, etc.  Site is regularly monitored for “unsafe” posts, videos, pictures, and links. 

· Administrators receive email notification on new users; only authorized individuals are allowed to register.  

· The website is flexible, unwanted content, pages, pictures, and style can be quickly updated and /or removed.

· ALL Blogs are blocked from search engines.

· The website has a protected copy feature that prevents right-click-save of pictures.  You can further secure pictures and copy by password-securing them.

II. ASSIGNMENTS TO ADMINISTER SITE:

The site has the following administrative levels; please familiarize yourself with them and what features and access you may have:

a. Administrators:  Edit, read, delete access to all pages, and content

· Juan Garcia

· Greg Born

· Lonnie Wold

· Alex Garcia

· Mike Aceves

· Kenny Binnings

b. Editors: Edit, read, delete, add; mostly content – does not have access to the entire site

· As assigned by Lonnie Wold (Scoutmaster)

c. Authors: Add, read, comment, and upload files.
· All parents and scouts

d. Contributors: Add and delete only
· Non-troop individuals

e. Subscriber: Read only

· Default registration; once approved, they will be give Author status.

III. When posting, please keep in mind the following “safe posting tips”

· Keep your information to yourself. Don’t post your full name, Social Security number, address, phone number, or bank and credit card account numbers — and don’t post other people’s information, either. Be cautious about posting information that could be used to identify you or locate you offline. This could include the name of your school, sports team, clubs, and where you work or hang out.

· Your screen name should not say too much about you. Don’t use your name, your age, or your hometown. Even if you think your screen name makes you anonymous, it doesn’t take a genius to combine clues to figure out who you are and where you can be found.
· Post only information that you are comfortable with others seeing — and knowing — about you. 

· Negative or malicious posts should never be posted; if in doubt, ask your parents and discuss the nature of your comments.

· If you need to share files, be sure those files do not contain personal information, including full names, phone numbers, addresses, etc.  If needed, you can share permission slips behind password-protected posts.  

